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Welcome – Please sign the Register:
• What is your knowledge of Incident Management on a 

Scale of 0-5?

Complete the register before and after the training.

• Please feel free to ask any questions you may have that 
are not answered during the training
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Incident Management Training 

This training presentation is divided into 5 sections: 

1 – Incident Management Overview & Pathway   

2 – Incident Management Review & Approval (DIF2)

3 – Rapid Review Investigation Section

4 – Additional functions available

5 – Incident Module Protocol and Review Timescales
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Learning Objectives

• Establish an understanding of Incidents Module, as part 
of the Datix Risk Management system

• Introduction to Datix Incident Management

• How to review and manage an incident using 

DIF2 = Datix Incident Management Form

• Identify, what to manage and how to manage

• Identify, lessons learned 
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SECTION  1 

Incident Management 

Overview & Pathways   
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Datix Incidents Module Overview

• DATIX is an integrated Risk Management system used to record, monitor and
report Risk and Performance Management (both internally and externally)
across the Organisation.

• The Incident Module within Datix provides a repository to record and manage
all Incidents, accidents and near misses. The Organisation recognises the
importance of incident reporting as an integral part of the risk management
strategy. The Organisation is committed to improving the quality of Health,
Safety and Welfare of its patients, staff and visitors. This is achieved through
consistent monitoring and review of incidents that result, or have the potential
to result in harm, damage to person, property or reputation. Incident reporting
is a fundamental tool of risk management. If incidents are not properly
managed, they may result in a loss of public confidence in the organisation
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Incident Definition & Timescales

What is an incident?

Any untoward or unexpected event that leads to actual or potential harm or 
loss to Person, property or reputation

When do we report an incident:

All incidents need to be reported within 24 hours of them occurring or as soon 
as an incident comes to our attention.

Who Should Report Incidents on Datix:

It is a requirement of all staff that they report any incident, accident or near 
miss which has caused or has the potential to cause harm, loss or damage to 
any individual involved or loss or damage in respect of property or premises 
for which the organisation is responsible. 

You do not require a Datix login or password to record an incident.
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Escalating incidents

Incident Level Escalation required

Level 1 • Report on Datix within 24 hours. 
• No additional escalation required – automatic email notifications 

will be sent to relevant managers once reported. 

Level 2 • Additional escalation may be required, depending upon the 
nature of the incident. If this is the case, phone your Line 
Manager (In hours) or On Call Manager (Out of Hours). 

• Report on Datix within 24 hours.

Level 3 • Incident causing significant/major harm requires immediate 
escalation to your Line Manager (In hours) or On Call Manager 
(Out of Hours). 

• Report on Datix within 24 hours.

In some circumstances, incidents will require immediate 

escalation to relevant managers within the organisation. 

This will depend on the incident level. 



Incident Reporting Cycle
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Incident Management Roles

DIF1 – Datix Incident Reporter

Any member of staff can complete a DIF1 form to report an Incident, 
Accident or Near Miss. 

All incidents must be reported within 24 hours. 

Once completed the DIF1 reporter should select their relevant DIF2 Manger 
within the Manager field at the bottom of the DIF1 Form which will send 
them an automatic email notification of the incident

DIF2 – Datix Incident Managers

Managers have been identified across the organisation that are responsible 
for reviewing and managing incidents to ensure all details are accurately 
completed and that any investigations, documents and action plans are 
updated and any lessons learned are shared within their area of 
responsibility.
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Incident Management Roles (Cont.)

Key Leads

Senior Manager identified to provide the main link to the Quality & Governance 
team (Q&G) for all Datix requirements. They are responsible for keeping 
directorate profiles up-to-date, coordinating local training, ensuring 
investigations are completed in a timely manner and providing feedback on 
Datix operational issues and development requests.  

Specialist Leads 

Staff identified across PC24 who will provide specialist expertise to managers 
dealing with a specific category related incident.  Specialist leads include: 
Clinical Leads, Health & Safety, Safeguarding, Medication Management, 
Information Governance and IT. 
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SECTION 2 

Incident Management 

Review & Approval   
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How to access the Incidents Module 

System Access Specific Record Access 
Email Notification

Click on the DATIX icon on your desktop You can also access specific 
records from the link contained 
within any email notifications 
you receive about the incident.  
Once you have entered your 
login details the specific record 
will open

A blank Incident Reporting Form (DIF1) will appear on screen

Click login to sign in to the Datix System.

A login and password are required.  You will be notified of your login details.  

If you require assistance contact the Datix helpdesk at Datix@pc24.nhs.uk
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Navigating the Datix System
Once you have logged into Datix you can navigate to the relevant module.

The dark blue header bar will be customised depending upon your access 
permissions and is split into 2 rows:

Upper row - System Wide sub-modules, My Dashboard, Actions & Contacts.
lower row - CORE Modules to manage your Incidents, Risks & Complaints 

To Do List – You will land on this when you first log in to Datix

The To-Do List details all records requiring action. The To-Do list can be 
filtered using the tabs in the left hand menu.

The alarm clock symbol flags records that are overdue 
Alternatively, click on the relevant module name e.g. Incidents for all records
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Floating Toolbar 
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The floating toolbar is a navigation shortcut tool and is always located at the 

bottom left hand side of a Datix record. 

Menu - lists all Sections in the left hand Panel.

Save - updates the record and saves your progress.

Cancel - closes and logs you out of the record

Next - moves to next record in the list.

Last - moves to last record in the list.



Incident Module

V1 Sept 2020

 The Incident Module is split into 2 main sections:

 Options – This section will allow you to add new incidents, search for 

records, select saved queries, design and run reports. (see Reports 

Training) 

 Statuses – This section will allow you to see the current management 

stage of incidents for you to access, review, update and close records.



Approval Status & Timescales 
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New Incidents Awaiting Review - (Open within 2 Working Days)

All New Incidents reported. Access permissions are based on Role Profiles.

Being Reviewed - (2/3 Working Days)

All incidents currently under review by DIF2 Managers.

Approved – Still Open - (Regular Weekly Review until closure)

All Approved Open Incidents requiring action.

Level 2&3 Incidents remain here for quality review and closure by HoS

Level 1 Incidents can be closed directly by DIF2 Managers.

Approved – Closed Incidents - All Approved and Closed Incidents, with

investigations & actions completed and documents & evidence attached.

Closed records can be accessed at any time.

Rejected Incidents - All rejected Incidents. These records will be regularly

audited by Head of Service and Governance & Quality Assurance Team.



Incident Level Management

Level 1 Incidents:

To be reviewed, managed, approved and closed by DIF2 Managers.

Level 2&3 Incidents:

To be reviewed, managed and approved by DIF2 Managers, but quality checked 
& closed by Senior Manager e.g. Head of Service or Deputy Director.

Level 2&3 Incidents requiring amendments:  

Incidents requiring amendments to remain in “Approved – Still Open” with 
email notification sent to the DIF2 Manager for any amendments by Head of 
Service or Deputy Director.

V1 Sept 2020



New Incidents awaiting Review 
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 A list of records will be displayed dependant upon your access levels.

 Records can be “Sorted” by clicking on the dark blue heading. E.g. sort by 

Incident Level or Category.

 This symbol indicates that the record is overdue 

 To open an incident click anywhere on the Text



Quality Check Incident Report 
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The Incident form is split into 2 parts: 

 The left hand panel contains additional sections for review.

 On the right is the DIF1 Incident Report of the Incident record.

DIF1 Incident Report

 ID field refers to the number automatically given to the record.

 The Name field can be used to label the record: Category & Service

 Opened date indicates the date the Incident was opened by DIF2 

 Submitted time indicates the time the Incident submitted on the DIF1 form.

 DIF2 manager assigned to manage the incident. 



Contacts Section  
People affected or Involved (Contacts Section):

The Contact Section MUST be reviewed and approved first to avoid mandatory 
fields on the incident form displaying.  

Ensure all contacts are approved:

Names in "blue you need to do" whereas "Green has been seen". 

Open Contact Approval guidance for 3 step process.  

Ensure all relevant contacts involved with the incident have been added to the 
record, i.e. Person affected by the incident, person responsible for causing the 
incident, any witnesses or Responders

Only approved Contacts are linked to a persons main Datix contact record

Contacts can be unlinked by DIF2 Managers if wrong Contact has been added. V1 Sept 2020



Incident Details 
This section describes the Category and incident Description details:

Check the Incident date compared to the Reported date.
Is the Primary person affected correct, if not select the correct one.
 Has the reporter selected the correct Category and Subcategory if not amend.
Ensure the Description is factual.  Remove any names and replace with persons 

role and initials in line with data confidentiality.
NB: Any amendments to records have a full audit trail.
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Incident Location 
This section describes where the incident happened and which Service is 
responsible for managing the incident:

Check the exact location details are correct
Is the correct Site selected, if not amend.
 Has the correct Service/Team been selected to manage the incident

NB: Any amendments to records have a full audit trail.
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Additional Sections may have been completed depending upon the category 
or type of incident reported. 

Check the details and complete any MANDATORY DIF2 Fields required.

Some examples of common Category Specific Sections are:

Information Governance & Safeguarding Sections

This section opens when 

Information Governance 

category is selected

Safeguarding opens for 

all Patient affected 

incidents

Category Specific Sections
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DIF2 Management Section 

Check the Degree of harm.  Is it consistent with the description.  Ensure any 
injuries are documented for the Person affected on the DIF1 Incident Report.

Check the Incident Level is correct – Refer to the Incident Level Guidance 

If the incident Level is amended, give a rationale and feedback to the Reporter.
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Incident Level Guidance
Incident Level:

The incident level is used to grade the incident and determine the type of 
investigation required by the DIF2 Manager. A link to the guidance is available 
on the DIF2 Form.

Ensure you review the Incident Level Guidance to confirm it has been correctly 
graded.  This will determine the type of investigation and timescales.

V1 Sept 2020



Type of Investigation 

Select what type of Investigation is required:

Managed Locally - Level 1 or 2 incidents dealt with locally by the DIF2 Manager

Cluster Themed Investigation (CTI) - to review emerging trends of level 1 or 2 
category specific incidents with high volume in more detail.

Rapid Review (RR) Investigation is required for all Level 3 incidents and 
requires updating in the Investigation section in the left hand panel.
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SECTION 3

Rapid Review 

Investigation Section
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Rapid Review Investigation
The Rapid Review Investigation MUST be completed for all Level 3 Incidents.  
It may also be used for some Level 2 Incidents which require a further in-depth 

review recommenced by Q&G or HoS
Cluster Themed Investigation (CTI) may also be commissioned where a pattern 

of low level similar category incidents has occurred.

The Investigation section is self explanatory and based on Root Cause analysis 
methodology.

Once finalised Investigation Summary or Full Reports can be generated using 
Investigation Templates (see Documents Section)
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Rapid Review Investigation (Cont.)
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Rapid Review Investigation (Cont.)
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Rapid Review Investigation (Cont.)
A Specialist Lead will be assigned to the Investigation to provide advice and 

support and will provide comments and sign off before Operational Sign off by 
Head of Service or Corporate Manager.
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SECTION 4

Additional Functions 
available  
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On the left hand panel you will also see other functions available

Step 4 - Additional Functions

Use to send emails within the Datix record for a full audit trail

Attach Documents and generate investigation reports

Create action plans and monitor progress

Add updates or further information that comes to light 

Link relevant records e.g. Incident and subsequent complaint

Individual records can be printed if required.  



Documents can be attached to the Incident record.

Select the type of document e.g. Accident forms, add a brief description 
and browse to the electronic folder where you have saved the document 
to upload.

How to upload documents

Clicking Browse will open your network drive for you to find the 
relevant document.
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How to generate Templates

Select the template 
required then click 
“Merge in MS word”.

Select the Documents and Templates tab in the left hand panel and in the Template field, select the 
template required from the drop down menu. 

An auto-generated investigation report will appear in the Documents section.

You will have the option to open or save the document and amend as required.

If you update the investigation section a new report can be generated



Select the Actions tab in the left hand panel and Click ‘Create a new action’ 
to upload any required actions identified. 

How to Create an Action

Ensure that your status is 
accurate at all times.

The Action lead can add 
progress notes in the 
specific action section 
once your action has 

been created. 

Select the Type of action, add the Specific Action description and 

choose a person to be responsible (Action Lead). Add timescales into the 

Action timescales section



How to send an Email

Staff linked to the record can be found here  

Any documents saved can be 
attached here. 

Click Send Message to send 
your email. 

All other staff can be searched for here

Insert the contents of your 
email here. 



Content of emails

• To ensure Primary Care 24 comply with Confidentiality and GDPR 
guidelines, it is important to note that no personally identifiable or 
sensitive information can be shared via email, unless this is done via 
a secure connection such as between two nhs.net email accounts. 

• Whilst the information is secure on Datix, this security cannot be 
guaranteed across emails, which can be intercepted. It is best 
practice to share anonymised information where possible and refrain 
from including identifiable information in any communications. 
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How to Link Records

Records from any of the CORE Datix Modules can be linked together 

Incidents relating to the same Person can be Linked

Incidents relating to a similar cluster e.g. Missed Dose Medication 

Incidents can be linked to a subsequent Complaint or risk

Select the Relevant Module e.g. Incidents 
Enter the Datix ID for the incident here, add a link note 
then SAVE the record.
The 2 records will now be linked and can be accessed via 
the linked records tab



Additional Support & Guidance 

If you require any further assistance 

please contact 

Datix Helpdesk datix@pc24.nhs.uk via email 

or call 0151 2542553
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